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Abstract: Data formats designed to facilitate communications between radio frequency 
identification (RFID) systems and smart RFID tags with integral transducers (sensors and 
actuators) are introduced in this standard. New transducer electronic data sheet (TEDS) formats 
for smart RFID tags, based on the IEEE 1451 family of standards, are defined. Also, a 
comprehensive command set for smart RFID tags is defined.  
 
Keywords: network capable application processor (NCAP), radio frequency identification (RFID) 
tag, sensor command, sensor integration, sensor interface, sensor standard, smart RFID tags, 
transducer electronic data sheet (TEDS), transducer interface module (TIM) 
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Introduction 

This introduction is not part of IEEE Std 1451.7-2010, IEEE Standard for Smart Transducer Interface for Sensors and 
Actuators—Transducers to Radio Frequency Identification (RFID) Systems Communication Protocols and Transducer 
Electronic Data Sheet Formats. 

This standard describes communication methods and data formats, and it provides a transducer electronic 
data sheet (TEDS) for sensors working in cooperation with radio frequency identification (RFID) systems. 
This document does not outline, recommend, or prescribe any specific air-interface protocol. This 
document is intended to be air-interface agnostic.  

This standard is the seventh member of the IEEE 1451 family of standards. In the IEEE 1451 family, 
transducers (sensors or actuators) are connected to a transducer interface module (TIM), which is connected 
to a network capable application processor (NCAP) to allow network access of transducer data.  
IEEE Std 1451.0TM-2007 [B1]a defined a set of common functionality, commands, and TEDS for the family 
of IEEE 1451 smart transducer standards. IEEE Std 1451.1TM-1999 [B2] defined a smart transducer object 
model and communication methods to facilitate the access of smart transducer in a network. IEEE Std 
1451.2TM-1997 [B3] defined serial interfaces for connecting transducer modules to a network processor. 
IEEE Std 1451.3 [B4] defined a transducer interface for distributed multidrop systems. IEEE Std 1451.4TM-
2004 [B5] defined a mixed-mode transducer interface that allows the transfer of digital transducer 
electronic data sheet and analog sensor signals on the same wires.  
IEEE Std 1451.5TM-2007 [B6] defined a wireless communication interface for connecting transducers using 
various wireless communication protocols.  

Notice to users 

Laws and regulations 

Users of these documents should consult all applicable laws and regulations. Compliance with the 
provisions of this standard does not imply compliance to any applicable regulatory requirements. 
Implementers of the standard are responsible for observing or referring to the applicable regulatory 
requirements. IEEE does not, by the publication of its standards, intend to urge action that is not in 
compliance with applicable laws, and these documents may not be construed as doing so.  

Copyrights 

This document is copyrighted by the IEEE. It is made available for a wide variety of both public and 
private uses. These include both use, by reference, in laws and regulations, and use in private self-
regulation, standardization, and the promotion of engineering practices and methods. By making this 
document available for use and adoption by public authorities and private users, the IEEE does not waive 
any rights in copyright to this document. 

                                                 
aThe numbers in brackets correspond to those of the bibliography in Annex F. 
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Updating of IEEE documents 

Users of IEEE standards should be aware that these documents may be superseded at any time by the 
issuance of new editions or may be amended from time to time through the issuance of amendments, 
corrigenda, or errata. An official IEEE document at any point in time consists of the current edition of the 
document together with any amendments, corrigenda, or errata then in effect. In order to determine whether 
a given document is the current edition and whether it has been amended through the issuance of 
amendments, corrigenda, or errata, visit the IEEE Standards Association web site at 
http://ieeexplore.ieee.org/xpl/standards.jsp, or contact the IEEE at the address listed previously. 

For more information about the IEEE Standards Association or the IEEE standards development process, 
visit the IEEE-SA web site at http://standards.ieee.org. 

Errata 

Errata, if any, for this and all other standards can be accessed at the following URL:  
http://standards.ieee.org/reading/ieee/updates/errata/index.html. Users are encouraged to check this URL 
for errata periodically. 

Interpretations 

Current interpretations can be accessed at the following URL: http://standards.ieee.org/reading/ieee/interp/ 
index.html. 

Patents 

Attention is called to the possibility that implementation of standard may require use of subject matter 
covered by patent rights. By publication of this standard, no position is taken with respect to the existence 
or validity of any patent rights in connection therewith. The IEEE is not responsible for identifying 
Essential Patent Claims for which a license may be required, for conducting inquiries into the legal validity 
or scope of Patents Claims or determining whether any licensing terms or conditions provided in 
connection with submission of a Letter of Assurance, if any, or in any licensing agreements are reasonable 
or non-discriminatory. Users of this standard are expressly advised that determination of the validity of any 
patent rights, and the risk of infringement of such rights, is entirely their own responsibility. Further 
information may be obtained from the IEEE Standards Association. 
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IEEE Standard for Smart Transducer 
Interface for Sensors and Actuators—
Transducers to Radio Frequency 
Identification (RFID) Systems 
Communication Protocols and 
Transducer Electronic Data Sheet 
Formats 

IMPORTANT NOTICE: This standard is not intended to ensure safety, security, health, or 
environmental protection. Implementers of the standard are responsible for determining appropriate 
safety, security, environmental, and health practices or regulatory requirements. 

This IEEE document is made available for use subject to important notices and legal disclaimers.  
These notices and disclaimers appear in all publications containing this document and may  
be found under the heading “Important Notice” or “Important Notices and Disclaimers  
Concerning IEEE Documents.” They can also be obtained on request from IEEE or viewed at 
http://standards.ieee.org/IPR/disclaimers.html. 

1. Overview 

1.1 Scope 

This standard defines data formats to facilitate communications between radio frequency identification 
(RFID) systems and smart RFID tags with integral transducers (sensors and actuators). The standard 
defines new transducer electronic data sheet (TEDS) formats based on the IEEE 1451 family of standards. 
This standard also defines a command structure and specifies the communication methods with which the 
command structure is designed to be compatible. 
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